CRANFORDS

1 The Pavilions, Cranford Drive
Knutsford. Cheshire, WA16 8ZR
www.cranfords.biz
admin@cranfords.biz

0844 410 0037

Mr A Polkey
Santander UK plc
298 Deansgate
Manchester

M3 4HH

17" July 2014

Dear Andrew

Request to open an additional designated account for:-

3110950 t/a Cranfords Pension Administrators

Please open a curent account for the above named company. The account name should read as follows:
Wallisdown Arkansas Ltd Ltd Retirement Benefits Scheme.

Please refer to our global mandate regarding signatories and signing limits. Please provide me with a cheque
book and a paying-in book and monthly statements.

We enclose the following documents:

e Copy of the schemes PSTR number from HMRC’s website. The PSTR number is 00814566RT.
o A Completed and signed Third Party Account Mandate

Any interest should be paid on a gross basis into the pension scheme bank account.

Should you have any queries please do not hesitate to contact a member of the SSAS team on 0844 410

0037.

Yours sincerely

Sarah Flaherty

For and on behalf of 3110950 t/a Cranfords Pension Administrators

Authorised Signatory

F | %
AMPS ' (O .
SSOCIATION OF % Z ' : c Cranlords’is the trading style of the company registered under the number of 3110950 at 1 The Pavilions,

A AT o]
S‘E,’}’ﬁéﬁ'ﬁ'&ﬁfﬁg 4 i Cranford Drive, Knulsford Business Park, Knutsford, Cheshire WA16 87R and name of 3110950 Limited



717/2014 HM Revenue & Customs: Pension Schemes - Submission

Submission Receipt Close this window
Current Scheme name: Wellisdown Arkansas Ltd Retirement Benefits
Scheme
PSTR: 00814566RT
Submission Type: Application for Registration for Tax
Submission date: 17 Jul 2014
Submitter name: 3110950 t/a Cranfords
Submitter ID: AQ126204

This is your Submission Receipt.

The Application for Registration for Tax was successfully submitted to HM Revenue & Customs at 08:27
GMT on 17 July 2014,

Your submission receipt reference number is:

kbVKGVg6YSBIHGLSNwmtBiXhXZ8=

The Submission Receipt reference number is a unique identification code that is calculated from the
entire contents of your form. It will have changed every time you amended your return prior to
submission and will have been included on every printed copy of the completed return.

We strongly advise you to store this on your computer, in a secure place.

What is a Submission Receipt?

Print this receipt > Save this receipt >

© Crown Copyright | Privacy Statement | Terms & Conditions | Accessibility

https://pensionschemes.hmrc.g ov.uk/pso/SUBSubmissionReceipt. aspx
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Third Party Account Mandate

Application form

& Santander

CORPORATE & COMMERCIAL

please discuss with your Relationship Director.

Santander is able to provide literature in alternative formats. If you would like to receive correspondence in an alternative format

1 Third Party account details

(theselaccounts must belong toithe sameilegal entity, a separate form is required for'accounts of'a different legal entity)

Sort code Account number Sort code Account number
CLICTIET LTI TTT] LI L] HEEEEEEE
Sort code Account number Sort code Account number
EEEE NN LI [T LITTTTTT]

HEREEEN LTI TTT]

Online corporate banking customer name

2 Online Corporate Banking customer. (customer toiaccess Third Party account)

Customer number

L l

HEEEEEEEEEER

To be completed by your Santander Relationship Director

3" Third Party Accountholder

Customer legal name

Santander Relationship Director name

4 Authorisation by Third Party Accountholder

4.1 We, the Third Party Accountholder named in section 3 of
this Mandate, refer tc our account with Santander UK plc
('santander’) referred to in section 1 of this Mandate (together
the ‘Account’) which are to be operated on our behalf by
the entity named in section 2 of this Mandate (the 'Online
Corporate Banking Customer’)

4.2 We authorise and instruct Santander 1o:

a) act upon any instructicns or other communications (together
‘Instructions’) from the Online Corporate Banking Customer
in relation to the Account which are given to Santander
through the Online Corporate Banking service, without
any further reference to, enquiry of or authority from us,
including without limitation upon any Instructions that may
result in the Account becoming overdrawn; and

b) disclose to the Online Corporate Banking Customer any
balance, transaction or other information in relation to

the Account.
4.3 We acknowledge and agree that:

a) Santander is authorised to act upon Instructions given under
this Mandate subject to and in accordance with the Account
Terms and Conditions and the Online Corporate Banking
Terms and Conditions applying to the Account from time to
time (together the ‘Banking Terms’);

b} we have recewved and read the Online Corporate Banking
Terms and Conditions; and

¢) we shall remain responsible for all Instructions given to
Santander under this Mandate as if they had been given
directly by us to Santander and as If we were a party to the
Online Corporate Banking Terms and Conditions in addition
to the Account Terms and Conditions

4.4 In consideration of Santander providing services to us under
the Banking Terms and in addition to any cther indemnities
which Santander may have (whether from the Online Corporate
Banking Customer or anyone else), we hereby indemnify and
hold Santander harmless from time to time on demand against
any claims, actions, damages, losses, liabilities, costs or expenses
(including reasonable legal expenses) suffered or incurred by
Santander as a result of Santander operating the Account in
accordance with this Mandate

4.5 We may terminate the authority and instruction in this Mandate
by giving no less than 10 business days’ prior written notice
of such termination to Santander (the 'termination notice’)
addressed to our Relationship Director or to the address
specified at the bottom of this Mandate (Online Corporate
Account Registration) or to such other name or address notified
to us by Santander by any means from time to time, provided
that after receiving the termination notice Santander may
continue to act upon any Instructions given to it before the
receipt of the termination notice. Any such termination shall not
affect any of our liabilities to Santander arising prior 1o or on
termination which shall remain in full force and effect.

4.6 This Mandate (and any non-contractual obligations arising oul
of or in connection wath 1t) shall be governed by and construed
In accordance with Enghsh law

' Help: If you have any gueries please do nol hesitate 10 contact your Relationship Director or visit www.santandercb.co.uk
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Signed for and on behalf of the Third Party Accountholder named in section 3 of this Mandate by its duly authorised signatory:

Full neme Full name
[ |
Signature Signature
Position Position
. |
Date S0 D = L]

Acknowledged by the Online Corporate Banking Customer named in section 2 of this Mandate by its duly authorised signatory:

Full name

Signature

[osmon [
Date LT T

Please pass your completed third party account mandate 1o your Relationship Director or send it to our registration team at:

Online Corporate Account Registration
Customer Registration Team,

Santander Corporate and Business Banking,
Bridle Road,

Bootle,

Merseyside L30 4GB.
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Online Corporate Banking Terms and Conditions

Introduction 1.4 If you are not happy with the Online Corporate Banking

1.1 This document contains the terms and conditions applicable
to the Cnline Corporate Banking service. These Conditions
are in addition to your Account Terms

1.2 If there 1s a difference between a condition in these
Conditions and a condition in your Account Terms in respect
of your use of the Online Corporate Banking service, the
condition in these Conditions is the one that shall apply. If
there is a difference between a condition in these Conditions
and a condition In your Account Terms in respect of other
aspects of your Account, the condition in your Account Terms

is the one that shall apply.

1.3 To access the Online Corporate Banking service
you must always do so through our website at
www .santandercb.co.uk. Our Website Legal Details
may contain conditions which apply to your use of our
website when accessing the Online Corporate Banking
service in addition to these Conditions. If there is a
difference between a condition in these Conditions and
a condition in our Website Legal Details in respect of
your use of the Online Corperate Banking service, the
condition in these Conditions is the cne that shall apply

service, within 14 days of registering for the Online Corporate
Banking service, you may cancel it withcut charge.

Please read these Conditions carefully, print them and keep
them in a safe place as you may want to refer to them in the
future although you can request all appropriate information
in relation 1o the Online Corporate Banking service at any
time You can request a copy of these Conditions, the
Account Terms and full details about our Online Corporate
Banking service at any time by contacting your Relationship
Manager or through our Online Corporate Banking Help
Desk. You can also find this information on our website
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Terms and Conditions
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Meaning of words

In these Conditions:

B Account’ means any account that you hold with us and which we allow you to
register for use within the Online Corporate Banking service and, where permitted by
the Bank 1o be registered far the Serwice, any Third Party Accounts
Account Terms means the terms and conditions applicable to your Account
Administrator 15 @ persen appointed dy the Cusiomer under the Online Application
Form, or appointed by another Administrator within the Service, to administer and
operate the Service on behall of the Customer and be responsible for all functions
performed by Users in relaticn tc the Service

® Condtens means these terms and condiions

Help Desk’ means & dedicated telephone helpdesk service we provide 10 5151 you

with the Online Corporate Banking service, detadls of which can be found on our

website and wathin the Service iself

B instruction means any nstruction which 1s given to us through the Onling Corporate
Banking service using your Secunty Credentials

B habile Device’ means any mebile electronic device that you use 10 access the Service,

including tut not imited to mobile phones, smart phone devices, tablet devices and

personal digital assistant devices

Online Apghcation Form means the applicatien form signed by the Customer

requesting registration for the Onfing Carporate Bankmg service

Online Corparate Barking serwce” or ‘the Service: means the cnling banking serwice

descnibed i these Conditions

®  Online Help Facility means the online help faciity which can e found within the
Serwce and which prowides help and guidance on many aspects of the Servce

B Secunty Credentials means the security information which all Users wall need 1o
access the Online Corporale Banking service. These wall include the Company ID. the
User's user 1D, the User's logon password and any secufity questions and memorable
information which we ask the User lo confirm (for example , image and phrase
combination), and any other security requirements which we may require

B Securty Dewces” means the secunty dewices that Users with certain functions require
1o perform the respensibuities and functions required of them

® Third Party Account’ means an account held wath the Bank by a legal entity other than

the Customer and which we permit the Customer ta register and access for the Service

subject to these Conditions

Thitd Party Accountnolder means the holder of the Third Party Account with the

Bank

B User means any person authonsed by an Administrator 1o use the Online Corporate
Banking service on behalf of the Customer

our  ‘'us and Bank® means Santander UK plc

" we',
B Website Legal Detaills’ means the condimons of use which govern the use of cur
websie and which can be found on our websrte
Working Day means any day otner than a Saturday, Sunday or Enghsh public holiday
| you', ‘your and Custemer means the legal entity which is registered 1o use the
Online Corporate Banking senace and which by signing the Onlne Application Form
agrees to these Conditons
B your EQuipment’ means all such compatible equipment (mcluding but not imited
10 Mobile Dewices), software and communications hnes (including any public
communication ines) reguired by you t¢ sufficently and securely access the Onling
Corporate Banking service

Eligibility, usage and access to Service

Te use the Online Corporate Banking senice you must hold ar least ong Account and have

registered 10 use the Online Corporate Banking service

The Onhine Corporate Banking service allows you to perform a range of services

electronically in relation 1o the Accounts including (but not hmited 1o} -

a) 1o obtain information relating 1o the balance and transactions on your ACCounts

b) to nstruct us to transfer money to and from your Accounts, and

¢} 1o use such other facilimies as we may from time to time make ava:lable through the
Online Corporate Banking service

The services avarlable 1o the Customer through the Cnline Corporate Banking service may

be Iimited to the features of the Accounts please see your Account Terms There may

be restrictions on aspetts of the Service, such as the number of Accounts which you may

register and access wa the Service, depending on your agreed pricing package for the

Sermce We may also imit the value of the payment instruchions that you can send using

the Service

As the Service offers the means te access your account information, we recommend that

you regularly prnint out statements and other information available wia the Service or save

of exporl them 1o a durable medium

We may make operational changes 1o the facilities and services available under the Online

Corporate Banking service at any time We wall notity you of matenal changes by placing 2

message on our website

We will prowide you with instructions and guidance for using the Online Corporate

Banking service prmarly within our Online Help Faciity When using the Service you must

follow any instructions and adhere to any guidance we 1ssue We may vary our instructions

and guidance at any tme and will tell you about changes etner on our website, through

the Service itseli of by writing 10 you  You should always check that you are complying

with our most up to date nstructions and guidance I m doubt you should refer te our

Online Help Facility.

We rmay place messages or direchions on our website and within the Service (including

nonces of changes to the Service and changes ta these Conditions! You should check our

website and the Service regularly for such messages or directions

We may change the mimmum specification you reguire 10 access Me Service a1 any me

2nd we wll ahways notify you of such a change by placing & message on our websie

or trrough the Service if 3 change in specification results in your Eguipment becoming

incompatible with cur website or becoming unable to perform within cur website all of

the functions previously performed. you are responsible for replacing o modifying your

Equipment so that you meay properly access the Service

¥ou are responsible for ohtaining end mantaining your £quipment, far ensuning that

it 15 compatible with the Gnhine Corporate Banking service. 15 secure ang free from

smerference and contamination by an unauthorised entity and that you are authorised

tc use youl Equipment where you do not Gwnat or & third party has ngits in relation o

it tfor examale. third party software licences) We have no responsibility or hab ity wih

respect 1o your Equipment
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We are not hable for any third party service you use to access the Service nor for any fees
assoaated wath such services (e g telephone hine or Internet Senice Prowider charges) or for
any other charges you incur in accessing the Service or aur Help Desk All telephone calls
between us and you may be monitored 1o make sure that we carry out your Instructions
correctly and will be recorded for securty, ramming and quality control purposes

You may nol make any cannection between the Service and any third party The Servce
and all matenals and documentation relating to 1t are for the exclusive use of the
Customer only You shall keep details of the operation of the Service confidential (after
the termination of the Service as well as before then)

We cannat guarantee the speed ¢f or uninderrupted or continuous access 10, the Sernce
25 11 can be dependent upen factors external to us We shall use reasonable endeavours
tc keep the Online Corporate Banking sennce free from mahcious activity such as viruses
and corrupt content but we cannet guarantee that the Online Carporate Banking service
15 always free from contamination We always recommend that you regularly perform wirus
and malware checks on your Equipment We shall not be liable for any loss or damage
you suffer if your Equipment 15 infected by & wirus or corrupt file unless such loss or
damage s the direct result of our neghgence or deliberate default

Administrators and Users

The Customer authorises each Administrator 10 administer and operate the Service on
behalf of the Customer and perform the functions set cut In these Conditions Fach
Administrator shall also be a User

The Onhine Corporate Banking service requires 8 minimum of one Administrater to be
registered for the Serwice on behalf of the Custemer Where possible we recommend a
minimum of two Administrators 1o be regrstered for the Service

An Administrator is responsible for the followang functions on behalf of the Custamer
a) appointing and removing ather Administrators,

b} apponting, remowing and supervising Users and ensunng thal Users comply with the
pelicies, guidehnes and security protedures for the Service,

undertakmg admrmstrative contrels and functions vathin the Senace including {out
not limited 10) establishing payment imits, account settings, role management and
customer settings,

mamtaining the secunty pracedures for the Service including (but not imited taj
determining which Users require a Secunty Dewice 10 perform functions, d. reguesting
Secunity Dewices from the Bank for distribution by the Administrator to those Users and
safekeeping all Secunty Devices recewed from the Bank,

ensuring that custamer data s used, and payment settings and controls are
established, n accordance with the Customer s internal pelicies and procedures, and

Lt

4i

e

managing communications through the Sernce with us, including acing cn messages
from the Bank in relation 1o the Service in @ imely manner

Security Credentials and Security Devices

The Customer authorises the Bank to act upon any Instructons receved through use of
Securty Credentials as referred to in Condition 6

Certain functions performed by a User (such as for example authonsmg payment
instructicns) require addional authentication using a Secunty Device For these Users the
Adminustrator 15 responsible for ordenng Securty Dewices from the Bank and salekeeping
and distnbuting Secunty Devices when recewved from the Bank

The User must aclivate the Security Dewice in accordance with separaté instrucuions
provided by us Repeated falure 10 use the correct code wall prevent the User fram
completing the task Repeated incorrect use of the Security Dewice may also render the
Security Device inaclive

The Customer may set payment imits within the Serwice for Instructions grven tc the Bank
through the use of Security Credentials and Securnity Devices

Instructions

For security reasans, (t1s & conditon of your Account and the Online Corporate Banking

service that we are satished of your wdentity Accordingly, we wall be entaled not 1o art on

your Instructions if we are in doubt a5 10 your identity

To access the Online Corperate Banking service, the User must always use therr Security

Credentiale We wall only act upon an instruct:on if it has been given to us through the

Online Corporate Banking service using your Secunty Credentials (and, where set up within

the Service, Secunty Devices) and we shall not be obliged 1 make any further enquines

to check the authenttity of an Instruction. Whenever you use the Online Corporate

Banking service, the use of your Secunty Credentials (and. where set up within the Service,

Securdy Devices) autherises us 1o act on any Instruction we recewve and prowmde the Onhine

Corporate Banking service you requested We wall treat your use of your Secunty Credentals

fand, where set up within the Senuce, Security Devices) as your consent to conduct any

payment instructions you give using the Online Corporate Banking service If necessary

such authonsaton shall allow us 16 debrt your Accounts with any amounts we have paid or

charges you have ncurred in connection wath any such Instruction, even if the Instruchon

has not been authansed by you However, your hability for transactions carmed out In

connection with Instructions you have not authonsed wall be hmited 1n the manner descrnbed

in your Account Terms and im these Conditions

We wuill be deemed 1o have received an Instruction from you when 1115 authonsed by

you within the Serwce The conditions in your Acccunt Terms relating to the recerpt of

payment mstructons also apply We vall act on any Instruction receved within the hours

of operation of the Online Corporate Banking service, although for same day processing

there are certain payment cut off times that are published depending on the type of

payment The Online Corporate Banking payments cut off umes are published within the

Service The conditions relating 1a cut off tmes n your Account Terms apply 10 these cut

cff times

We can delay, dechne or reverse any Instruction if

a) it involves a transaction which exceeds a particular value or other et which apphes to
the Online Cerporate Banking service,

b we reasonably suspect that tne transaction mignt be unlawful or might be associated
wath unlawful, cnminal, fraudulent or terronst actmty

<} we reasonably beleve that by carrying out the transaction we might breach a legal o
other duty that applies to us,

d) in the cirqumstances set out In your Accourt Terms, or

el you are in breach of any of these Condimons and/or your Actount Tetms

Ir these circumstances. wee val' ot be hable to vou if we delay or refuse to carry out
zny transaction
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If we refuse 10 allow you 1o make any payment from your Account, we will tell you the

following no later than the end of the Working Day fellowang the Working Day en which

you request the payment 1o be executed by us

a) that we have done so,

bi it possible. the reason why we refused, and

¢} it you think we have based our decision on mistaken infermation, how you ¢an ask us
1o recnfy that mistake

We wall take all reasonable steps necessary 10 stop, reverse or modify & transaction carned

out using the Oniine Corporate Banking service in accerdance with your Account Terms of

you ask us ¢ (We may ask you 1o conhrm your request in writing) However, we cannot

guarantee that we wil be able 1o comply wath your request because the transaction may

have already been processed You must pay our reasonable charges incurred in respect of

your request

For unauthonsed, incerrect and failed payments, please see your Account Terms

You must make sure that your Instructicns and any information you give to us in the

Onbne Corporate Banking serwce 1s accurate and complete If you da not and you suffer

a loss we shall not be lable This includes but is nat imited to ensuning that the details of

the Account 1o be debited sre correct. ensunng the beneficiary detarls are accurate and

correct {this 1s particularly important for internanional payments) and ensunng the amounts

associated with the payment are correct

Maintaining Security

1115 a condiion of the Gnlme Carporate Banking service that you follow the safeguards

set out in this Conditron 7 and, where the safequards apply 10 @ User (for example in

relation to thesr Secunity Credentials), that you ensure that each User does so

You must comply with the following and ensure that each User does so for the Secunty

Credentials and Security Devices which relate 1o them -

3) Take reasonable precautions to prevent anyone else from accessing your canfidential
information whenever a Secunty Dewice 15 being used including the codes that wil be
generated by the Secunty Device

bl Memaorise the Secunty Credentials and securely destroy anything contaiming Secunty
Credentials as soon as receved

¢} Never write down or record the Securay Credenuals

d) Keep the Secunity (redenuals secret ang take reasonable steps 10 prevent anyone else
finding out your Secunty Credentials

e) Not guote the Secunity Credentials when you write 10 us or over the lelephone unless
you are providing the micrmation 1o us In response 10 questions we ask as part of our
secunty procedures for Onhine Corporate Banking Help Desk support When you give
eny Securty Credentials over the phone. you must make sure 1hat you cannot
be overheard

fi Not disclose the Securmy Credentials in any email We wall never ask you 1o disclose your
Securrty Credentials by emarl If we send you an email we will address 11 to you personally 1f
you recewve a suspicious emal please report this 1o phushig@santander co uk

a) Take care when stonng ¢r getting nd of information about your Secunty Credenuals
Pecple who commit fraud use many methoads 10 get this type of information You
should take simple steps such as shredding any printed matenals that contan any
elements of your Secunty Credentals

h) Not allow anyone else to use your Securiy Credentials

1) Please note that the Online Corperate Banking service will only ever ask for & partial
entry of your logon password and so entry of or any request for a full password will
never be required by the genuing Cnling Carporate Banking service

) Never use computer software or 8 computer browser facility which may record and log
the Secunty Credentials

k] Follow any adwice or guidance we give you when using our Online Corporate Banking
serce You can visit www banksafeonline org uk for useful information abour
protection against internet fraud

Il Neither we nor any law enforcement agency or other official authority will ever contact you
to ask you to reveal your Security Credentials of the code generated by @ Secunty Dewce

mi Always access our Onhine Corporate Banking service via our official website or by

typing our website address into your web browser Never go 10 our Online Carporate
Banking service from a link in an emal, or a search result in an internet search enging

If & User uses a Mobile Dewice ta access the Service, you must take the following

precautions and ensure that the User does so

&l Ensure that the Mobile Dewice and its operating system has the latest security faciies and
software updates installed For more mfcrmaticn consult the Maohile Device provider

bj Avod shanng the Mcbile Device with other indiwiduals If the Mobie Device needs
tc be shared or sent for repair, remove any temporary lles and cache stored in the
memary of the device. clear your browsing history and make sure you are logged out of
the Service

¢) Do not download software 1o the Mobile Deyice untl its authenticity has been venfieg

d) Set up & PIN or password on the Mobile Device where possible so that 1t cannot be
accessed if 1t s 1ost or stolen

You must ensure That no one ¢an oversee or 1N any other way monior your use ¢f

your Equipment when you are accessing the Onhine Corporate Banking sefvice You

must always exit the Online Corporate Banking service when leawng your Equipment

unattended and betore you aliow anyone else 10 use your Equipment Please take special

care when accessing the Serwce from pubhc areas ensunng on exit of the Service that

all browsing fustory and content viewed 1s removed from the Internet software used

You must close your browser session once you have logged out of the Service For your

securnity you are automatically loaged out after 10 minutes of inactwity

Please act on any additional instructions we give you through the website, the Service

itself ano the Online Help Facihty Any addtional instructions vell reflect good secunty

practice taking account of develepments in secunty and safe use of the Service

You must contact us immediately by phoning the Help Desk on 0845 606 0871 Monday

1o Friday Bam to 6pm and Saturday 8am 10 2pm) «f

8! you become aware of any error or any suspected error in the Online Corporate 8anking
setwnge of i any transacton resulung from using it You should check your Account
statements regularly and carefully.

B} you suspect or discaver thet someone else knows your Secunty Credentiais of you
beleve that yaur Secunty Credennals or & Secunty Dewice may have been misused
Qr compromised,

i you have forgotten your Secunity Credentials, of

di a Secunty Device 15 lost stolen or no longer under your control
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We may give information to the police or 1o a regulatory authory without asking you
about any misuse or abuse of your Security Credentials or a Securty Dewice or the Onling
Cerporate Banking service
We will always tell you how ta use your Security Credentials and Secunty Devices and how
and when you need to change them We may ask you 10 change your Secunity Credentials
or a Security Device al any time and for any reason You must change your Security
Credentals or e Secunty Devce if we ask you to do so
We may make changes 1o the security procedures of the Serwice at any time (such as to
Securty Credentials ar Secunty Devices) We wall tell you of our intention 1o do so and our
reasons why beforehand, unless we sre unable to tel! you beforehand m which tase we
vl tell you immediately after we do so

We can withdraw or suspend Security Credentials or Secunty Devices
a) it we beheve that this 15 necessary Tar security reasons
bl to prevent suspected unauthonsed or fraudulent use of your Account, or

) where there 15 a significantly increased nsk that you wil! not be able ta repay any money
you owe us m relatien to your barking service
We may do this for example it there have been too many unsuccessiul attemprs 10 access
the Online Corparate Banking service using incerrect Secunty Credentials or using Securty
Dewices
If we withdraw or suspend your Secunty Credentials or Secunity Dewvices, we wil tell you
and our reasons why beforehand, unless we are unable 1o tell you beforehand, n which
case, we will 1el' you immediately afterwards We are not obliged 1o tell you that we are
wathdraving your Security Credentials or Security Devices, if dong so would compramise
our security or be unlawlul You can apply for new Security Credennals or Security
Dewces by contacting the Help Desk, prowided that the reason for previous withdrawal or
suspension no longer exists
We 12ke all reasonable steps 1o saleguard the secunty of your confidential information
when you use the Online Corporate Banking service but we cannot guaraniee the secunty
of any confidential information that s ransmitted through the Internet

We have the nght not 1o refund an unauthonsed transacton on your Account in certam
crcumstances listed in your Account Terms If you dispute that you have carned ourt an
Online Corparate Banking sence transaction, we will expect you 10 Co-operate with us
and any law enforcement agencies in any investigations

You are not lable for any unauthonsed use of Secunty Credenuals of 3 Secunty Device n
any of the following circumstances

al such use occurs belore you recewve themn,

b} such use occurs after you have netified us under Conartion 7 &

It Securty Credentials or Secunty Dewvices are used wathout your authonity then we may
debit up ta £50 to any of your Accounts unless any of the circumstances below apply
which case you will be liable for the full value of the transaction

a) you delberately faled 1o follow any of the safeguards in these Condions ¢r in the Account
Terms or showed senous disregard in taking reasonable care 1o fellow any of them,

b} you acted fraudulently,

o after becoming aware, you delayed unreasonably in notifying s that the transactian
was unauthonsed or incorrect or not carmed out by us, or

d) after becoming aware, you faled to tell us that the transaction was unauthonised
or ncorrect of not carred out by us wiathin 13 months of the date an which the
transaction occurred (or in the case of a faled transaction ought 10 have cocurred:

Third Party Accounts

Where the Taclity 1o regsster Third Farty Accounts 1s available, we may permut Third Party
Accounts 16 be regrstered for use for the Service by the Customer provided that we have
first received authority 1o do so from the Third Party Accountholder in the form prowded
by us together wath such other undertakings and/or docurmentation from the Third Party
Acccuntholder as we may require

In addition ta any demnities which we may have (whether from the third party
accountholder r anyone else), you will ndemnify us aganst any claims, habulities, losses
damages. costs of expenses (whether direct or indirect) which we may suffer or incur fram
providing the Service or acting on Instructions in relation te Third Party Accounts

Outside the UK or Jersey

The Online Cerporate Banking service complhes with various United Kingdam requlatory
frameworks and may not be compliant with local law and policy in some countries
outside the United Kingdom or Jersey If you decide o use the Service outside the

United Kingdom or Jersey. you are responsible for ensuring that your use of the Dnling
Corporate Banking service 15 comphant with lacal law and we shall not be lable for any
loss or damage sutfered by you as & resuht of you not being ahle ta use the Service in such
countres

Exclusions

1 we are not able to provide the Online Corporate Banking service because of causes
beyond our control, we will not be hizble 1o you for any loss which you may suffer Causes
beyond our control include but are not hmited to

2l Internet service disruptions beyond cur control,

by mafuncton of your Equipment,

) unauthensed andfor fraudulent access 1o the Online Corporale Banking serwice and
di loss and/or corruption of dats

We do not guarantee that the Service and corresponding software 15 error free, and i
you find any errgrs, we would ask you 1o notfy us 3s soon as possible so we can take
Bppropnate acuon

Termination or suspension of the Online Corporate Banking service
You can end your use of the Onhire Corporate Banking service by telephoning cur He'n
Desk, or through your Relationship Manager or by verting 1¢ us at Online Corporate
Banking, Samander Corporate and Business Banking, EBrdle Road, Bootle, Merseyside
L30 4GE

Your use of the Online Corporate Banking service will end sutomatically if you close all of
your Agcounts
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We may close or suspend your use of the Oniime Corporate Banking serwice, or any part of
i, a7 any time i we decide to do this, we will wherever possible grve you at least 60 days
notice by ermail or in wrnting unless there are exceptional aircumstances, for example we
beleve you are no longer eligible for the Account. you have given us false mformaticn or
have otherwise acted dishanestly in your dealings with us, you cr someone else are usng
the Account illegally or fraudulently, you have acted abusively or viglently towards our
members of staff or you are sercusly or persistentiy in breach of these Conditions or the
Account Terms

If we need 10 carry oul Maintenance or iMprovement work 10 the Onling Corporate
Banking service or if we are regurred 1o do so by arcumstances beyond our contro! we
may have to vathdrave or suspend the Online Corporate Banking service so that it ceases
10 be avallable 1o any of cur customers If we do this, we will Qwe you prior nonice
through the Serwvice or by putting & notice on cur website We may be unable o give

you prior natice if the maintenance or repair work s urgent and important or due to
arcumstances beyond our reasonable control

If your use aof the Online Corpaorate Banking service ends -

31 you must return 1o us or destroy any Secunty Credentuals, Secunty Dewices and other
gocumentat:ion and matenals you have relating to the Service,

bl nghts and habilties which have accrued 3t that tme will continue 10 apply between us,
¢l any af these Conditions that tan cantinue to apply will do so
d) we may still a¢t on Instructions receved but not processed by us at that ume

If you de not use the Online Corparate Banking serwice for & penod of € months or more
we may treat this as your indication that you no longer reguire the Service and we may
remove your Accounts from the Online Corporate Banking service on guing you at least
60 days’ notice by email or in watmg

Fees and charges

We vill tell you about our fees and charges for the Online Corporate Banking service
before and following your registration 10 use the Service The fees and charges for

using the Service will depend upon your sernice requirements. We will debrt an Account
norminated by you in the Online Application Form for these fees and charges following at
least 14 days notice in accordance with the Account Terms We may change the fees and
charges for the Service in accordance with Conditien 13

Changes to these Conditions

We may change any of these Conditions at any tme provided we give you

a) at least 60 days notice of any change to a Condition or fee that relates to any
wathdrawal or payment service that we prowde as part ¢f the Online Corporate Banking
serviies, of

bi) &t least 30 days' notce of a change to any other Condihon or fee that 15 1o your
disativentage Othenviise vee will gve you notice within 30 days of making that change

A1 any time up 10 60 days from the date of the natice you may. without notice, stop using
the Service immediately, and we will terminate your Service wathout charge If you do not
notify us that you are not happy with any of the changes before the end of the relevant
notice penod. you will be treated as accepting the changes

We may make any other change immediately but we wall tell you about it vathin 30 days
by displaying a notice in the Online Corporate Banking service section of our website

We car give you notice in any of the follovang ways wa post, electronic mail. | a notice
displayed on the website of Online Corporate Banking, or by any other means we agree
with you

we will prompt you to re-regd these Conditions onhine f we neea te change them

General

Flease send any written communicaticn 10 us 10 Online Corporate Banking, Santander
Corporate and Business Banking, Bridle Road, Bootle, Merseyside, L30 4GB For any
support, guidance or query in relation to the Online Corporate Banking serwe, we adwise
you to comact the dedicated Help Desk in relation to the Service The Help Desk 1 on
0845 606 0871 and 1s cpen Monday to Frday 8am tc 6pm and Saturday 8am to Zpm
We wal! sk you for your Security Credentials when you telephane us
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You May not pass on ¢ Transfer to anyone else any of the nghts, cbligations or interests
created in these Condions but subject 16 any legal requirerents, we may do so at any time

Apart from You and us no other person has any nght ta enforce any of these Condrtions

Each of these Condimons s separate from all other Condmions, s0 that if ane s found 1o
be invalid or unentorceable this will nat aHect the vahdity of any of the others

If we do not enforce or decige 10 waive any of the rights we have under these Conditions
or f we delay in enforaing them, that does not stop us from taking any action 1o enforce
our nghts in the future

The headings usea in these Conditions are for ease of reference only and shall not affect
the meaning cf these Conditians

Enalish law apples 1c these Conditions (and 1o any non-contractual obhgations ansing out
aof or in connecucn with themi You and we agree the courts of England and Wales wall
have non exclusive jurisdiction to hear any disputes ansing in relaticn te these Conditions

These Conditions are avalable only in English and all commumications from us vall be n
Enghsh We wall only accept communications and instructions from you in English

The copyrght, trade marks and other intellectual property nghts in the content of our
QOnhne Corporate Bankmg website are owned by or hicensed to us The names and logos
of any third parties mentioned in our website may be the trade marks, trade names ot
unregisteren trade marks of those 1hird parties and are used by Santander UK plc with the
permissicn of such organisations.

You may view, prnt, download or store termporanly extracts from our websre for your
own perscnal reference or for the purpose of applying 10 us 1¢ access of use the products
and services featured on our website No other use (including withoul maaton the
alteratan, deletion, utihsation or extrachon) of the content and matenials featured 1n

our website 15 permitted withoul our written permission Gthenwise than as prowided

our website cannot whether in whole or in part be copsed. reproduced, distnbuted or
transmitted in any medium (including vathout imitation by the Internet) without our
wrnten permussion Al nghts, save as expressly granted, are reserved

If you have a complaint about our Online Corporate Banking Service please contact your
Relationshup hanager, the office that manages your Account or call us on 0844 800
1111 Qur staff can prowide a leaflet explaining how we handle complaints upon request
this can also be obtamned {rom the telephone number provided I after you have given us
the chance to put things nght you remain unhappy about the Service you can cantact the
Financial Ombudsman Service The comtact details and details of how to complain to the
Financial Ombudsman Service are avalable at v financial- ombudsman org uk Some
business activities are not covered by the Financial Ombudsman Service — we can let you
know whether you are covered by this scheme

The Financial Ombudsman Service cannct deal wath complaints concerning banking
services prowded outside the UK {ie outside England, Wales, Scolland and Northern
Ireland} Cemplants about cur products and services ansing 1n relaticn to & Jersey Account
are handled by us substantially in the same manner as indicated above If we cannot
resolve the matter ar you rema:n unhappy about cur complaint handlng you can contact
in writing the Director General of the Jersey Financial Services Commussion, PO Box 267
14-18 Castle Street. St Helier, Jersey JE4 8TP

About Us Santander UK plc Registered Office 2 Triten Saquare, Regent's Place, London
NW1 3AN, United Kingdom Registered Number 2294747 Registered in England
Telephone D870 607 6000 Authonsed and regulated by the Financial Services Authority
excepl n respect of its cansumer credr products for which Santander UK plc is heensed
and requlated by the Office of Far Trading FSA registration number 106054 For more
infarmation wisit waww fsa gov uk/pages/reaister Santander UK plc 15 regulated by the
lersey Francal Services Commussion ta carry on deposit-taking business under the
Banking Business Uersey) Law 1991 Santander Corporate & Commercial Banking 15 the
brand name of Sartander UK pic Santander and the flame logo are registered trademarks

Samtander Corpoiate & Commerciz! 15 3 brand name of Santander U plo Abbey Netiona Treasury Serwices plc (which alsc wses the brand name Santander Global Banking ana Markets) and Santander Assel
finance ple. ail twath the excepnion of Santander Asset Finance plct suthonsed by the Prudent al Regulaten Authority and regulated by the financial Conduct Authonity and the Prudennial Regulaten Authont,

Our finangial Services Register numbers are 106054 and 145003 respectvely
In Jersey Santander UK pic i reguiated by the Jersey Finangial Services Commission 16 ¢arry on 02posit-1aking business under the Banking Busness Uersey) Law 1991 Regstered olfice 2 Trion Square
Regent « Flace London NW1 3AN Company numbers 2294747 2338548 and 1533123 respectvely Registered in England Santander and the flame logo are registered trademarks

Santanger U pi 1s @ partapant in the Jersey Banking Depositar Compensaticn Scheme The Scheme offers protection for eligible aeposits of up 1o £50 000 The maxmum tolal amount of compensation
1< capped at £100.000.000 in any 5 year perod Full detarls of the Scheme and banking groups covered are available on the States of Jersey webute (W gov ) or on request
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Results Summary

Name: Neville Edward Rogers

IDU from Tracesmart

Scorecard: IDU default P 455
DOB: 10/06/1965
Match Type: Full

Residency / Identity
Electoral Roll
Tracesmart Register
Telephone Directory
Credit Active
DOB Verification
Mobile Verification

Landline Verification

O0O00O0O0O0

Alerts Financial
PEP & Sanction @ ccJd
Mortality @ Insolvency

Gone Away @

Company Director

000

Residency / Identity

(Address

[ Credit Active

[ DOB Verification

D N G

-
Mobile Verification

Mobile Number 1:

07977 742581

Status:

Live - switched on

Current Location:

United Kingdom

Provider:

UK -Eventhing Everywhere Limited (Orange)

Mobile Number 2:

https:/fidu.tracesmart.co.uk/?pag e=searchresults&id=10402463918&ikey= 1405587884 &sear chtype=1

12



- TM7/2014 IDU from Tracesmart

- . .. R
Landline Verification
Landline Number 1: 01202 520325
Area Name; Bourmemouth
Exchange Locality: Winton
Exchange Postcode: BH9
Provider: British Telecom
Landline Number 2:
\ _J
Alerts

[ PEP & Sanction

[ Mortality

[ Gone Away

Financial

[ ccJ

[ Insolvency

[ Company Director

Additional

[ Address Links

( Property

[ Occupants

idU  Poweredby P tracesmart
The information pow ering IDU is oblained by Tracesmart Lid from a multitude of sources, over w hich
Tracesmart Lid has no conirol. Tracesmart Ltd shall not be liable for any loss or damage arising from
any inaccuracies, faults or omissions in the informalion provided by the IDU service, how soever
caused. This service is made available only for your ow n in-house purposes.

https:#fidu.tracesmart.co.uk/?pag e=searchresults&id=1040246391&ikey= 1405587884&searchtype= 1
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