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Emily MCAlister

Retirement Capital
Data Processing Centre
Venture Wales Building

MerthyrTydfil  Industrial  Business Park
MerthyrTydfil
Wales
CF484DR

14 September 2o22

Dear Emily

Re VANTAGE PARTNERS LIMITED  EXECUTIVE PENSION  PLAN -METRO BANK SSAS APPLICATION

As per my recent email exchange with Gavin please find attached:

1.    Signed  Metro Bank Commercial Online Banking form which  I am advised
dc>ubles up as their SSAS application form

2.    Verified copy of my driving licence
3,    Verified copy of my latest energy bill confirming my address.

As discussed on email, you will now urgently send the relevant paperwork to Metro
Bank so that an account can be set up and funds paid into it, ideally before end
September 2022,  Plum & Ivory's financial year end.

With thanks

Lorna Jackson



e®mrmereiai ®ralirae Banking    far  SSAS
Using black or blue ink please write clearly in the white spaces in block capital letters.

/
1. CUSTOMEB DETAILS

Full Name Of
Organisation

Address

Post Code

Country

Telephone No.

Fax No.

1  KINGS ROAD
LONDON

SW14 8PF

UNITED KINGDON

020 8392 0632

Key Contact Information

Title MISS

Surname

Address
(if d.ifferent from
Business Address)

Postcode

Telephone No.

Mobile

Email Address

First Name LORNA

JACKSON

020 8392 0632

ellesjhome@yahoo.co,uk

5:TO-in`LiinE--BTEriiafua--A-DMiNisTBATORusE-a DETAILS

By default. Cchmercial Online Banking requires two Administrators to be able to key transactions online.
Please could you nominate here how you would like the System to be set-up:

E Single Authorisatjon

Administrator 1

U§er lD
(For lnlernal use)

Tit,e E
Middle Name

Surname

Email Address

Teleprione No.

Fax No.

Mobile

Personal Address

Post Code

Country

First Name

Dual Authonsation

LORNA

SUZANNE

JACKSON

020 8392 0632

1  KINGS ROAD
LONDON

SW14 8PF

UNITED KINGDOM

cO.uk

AY:t';:r,#dp,Loco::a:¥'.:tvs;:8:tnE|9,'£,n£^ap._vy€198L,_Cprpan!number'64ig57a.

Administrator 2

User lD
(For ln[emal Use)

T,I,e  I    FirstName

Middle Name

§umame

Email Address

Telephone No.

Fax No.

Mobile

Personal Address

L      postcodeIcountry

androguJatedbytheFinarfei;i5on~dvuc't'a'uli'o?,fy'###n¥rar|'RttedufaT%.nRAeu#i°frtyca,#::ha#iss::th,1:B[tgodR:r:::°#;,Wj:*:g:nAkpwLecreauthonsed
bythe,P#Fns#?3i#/tlg



Commercial Online Banking (continued)

Metro  Bank  PLC  is  registered  in  England  and  Wales.  company  number.  6419578.  Ftegistered  otfiee:  One  Southampton  Ftow.  London.  WCIB  5HA,  We're  authorised  by  the  Prudential  Ftegulation
Authority and regulated by the Finarlcial conduct Authority and prudential Fiegulation Authority..Metrobank' is the registered trade mark o"etro Bank plc                                       145 AF S3013 (11n5)



Commercial online Banking                                                                                                                    (conft.riued/

6. COMPANY LIMIT BEQUEST/AMENDMENTS

Per Transaction Limit

Account to Account Transfer

Faster Payments
(max. Per Transaction Limit = £250k)

BACS (subject to approval)

CHAPS

[nternatiorial Payments

Bulk Payments

Aggregate Daily Exposure Across All Payment Channels (Sum of Total Daily Limits)

Total Daily Limit

20,000

7. YC)uF{ AGF3EEMENT

The Commercial C)nline Banking Terms are set out at the end of this  application form. Tliese are important you shoLlld read these terms
carefully before signing this application form.   If you need an additional copy, please request from your Ftelationship Manager or go to
www.metrobankonline.co.uk/legalinformation.

By signing,

•  You confirm the details provided are correct anc] agree to notify the Bank Of any changes.
• You agree to the online banking terms as set out in Commercja/ On/i-ne Ban*i.ng re/ms and Condjtjons.   *
•  You confirm the online banking Administrator(s) and Users have agreed you may provide their details to us and their details being used

to provicle the online banking service,
•  Metro Bank must identify and verify all Administrators and Users. We will reqiiire separate original identification documents from each

relevant individual to confirm their identity ancl verify their address(es).
•  You confirm that by selecting Single Authorisatic>n, you understand that User Access rights and Paymem authol.lsation permissions can

be controlled by a single administrator, and will not require a second Administrator.
•  By selecting Dual Authorisation, you iinderstand that User Access rights and Paymem authorisation permi§sions must be controlled

by two administrators.
•  Please note that if you request nan stanclard payment limits completion Of this tom will represent a formal request to Metro Bank PLC to

apply these limits to the Commercial Online Banking service.
•  Any changes to these limits will require a new form to be completed and submitted.
•   Plequest§ are subject to review and approval by Metro Bank PLC. Confirmation of limits will be provided via email.

at flR,az   ®f\tt   To  Dftl    Bflrt`lKIN6-
•froi2_  ssfts   .

Metro  Bank  PLC  Is  reolsteTed  in  England  and  Wales.  cctmpar`y  number   6419578.  Flegistered  office`  One  Southanplon  Flow.  London.  WCI B  5HA.  We.re  autnorlsed  by  the  Prudenual  Regulatlon
Authorrty and regulated by the Finaneial conduct Authorfty and prudential Regulaton Authority. 'Metrobank' is the registered trade mark of Metro Bank plc.                                       145 AF SsO13 (11/15)



Commercial Online Banking                                                                                                                           /cor7f;-nuec//

8. FOB INTEBNAL USE ONLY -LIMITS SIGN OFF

Requested by:
(Commercial/LBM team )

Signature

Approved by:

Signature

Input by:
(Corporate Customer Service Centre)

Signature

Approved by:

Signature

Metro  Efank  PLC  is  reglstered  ln  England  and  Wales,  company  number:  6419578.  Registored oflice:  One  Southampton  Bow,  London.  WCI B  5HA.
AuthontyandregulatedbytheFinancialConductAuthorityandPrudenlialRegulationAuthority.'Melrobank'istheregisteredtrademukOfMetroBank

mark of Metro Bank PLC.                                     145 AF S3013ifl-/i:)
We`re  authorised  by  the  Pruderilial  Ftegulalion



Commercial Online Banking

TEF3MS & CONDITIONS

(continued)

These terms form the agreement between us, Metro Bank PLC and you, a business customer and apply to the Commercial Online
Banking Service (Commercial Online Banking) provided by us.    Commercial Online Banking is only available to business customers
who hold a Business Current Account with us. These terms are Additional Provisions and supplemental to the `Our Service Belationship
with Business Customers' and any application or account opening forms(`Full Account Terms')  which should be read together with these
terms which will continue unaffected but in the case of any conflict or ambiguity relating to Commercial Online Banking, the terms
applicable to Commercial Online Banking will prevail.

1.0  Use of Commercial Online Banking
1.1   Commercial Online Banking enables you to access and give instructions regarding the following accounts:

I View Transactions and Make Payments

• All Business Current Accounts

• Business Instant Access Deposit Account

• Client Premium Deposit Accounts

• View Only Access

• Business Credit Cards

• Business Fixed Term Deposit Account

• Money Market Deposit Accounts
• 3 Year Business Bonus Bond
• Business Loaris and other lending products

• Business Safe Deposit Box

1.2   You  must appoint an Administrator(s) to  manage  Commercial  Online  Banking.  Initial appointment will  be  made on completion  of a
Commercial Online Banking application form.

1.3   It is possible to appoint more than one Administrator.  Please be aware that you give the Administrators full power to administer and
operate Commercial Online Banking on your behalf. You can opt for sole or clual administration which must be set by us off line.   If you
opt for dual admjnjstration then two Administrators must act together jointly to administer Commei`cial Online Banking.  including the
actions referred to in clause 1.4 below.

1.4   Administrators are responsible for:

(a)  appointing other Administrators;

(b)   authorising, appointing, removing and supervising other individuals (Users) to access ancl use Commercial Online Banking on
your behalf.  Each Administrator will also be a User;

(c)   allocating the password controls and the levels Of authority and access of each User (Authorities).
1.5  The Authorities relate solely to Commercial Online Banking. They are in place Of any other mandate or authority held by us for the

operation  of your accounts.  We will  act  on the  instructions  received from  Users within  the  authority  delegatecl to them  but  only  in
respect of Commercial Online Banking.

1.6  We  will  send  to  the  Administrators  at  the  address(es)  notifiecl  to  us  any  security  devices  and  Information  relating  to  Users  and
Commercial Online Banking. We wilt send any PINs and passwords direct to the Users at the address(es) notified to us or issue them
to users in Store.

2.0 Services Provided
2.1   Commercial Online Banking gives Administrators (and where appropriate Users) access to the following functions:

(a)   creation  of  account  groups  [this  will  allow  certain  payment  accounts  and  other  services  as  detailed  in  section   1.1   to  be
grouped together];

(b)   creation  ot access  groups  [this  will  allow Administrators to  define  which  Users  may give  instructions  for and/or view  allocated
account groups};

(c)   set mandates [this allows Administrators to set payment limits by payment type];

(d)   set a daily payment limits and aggregate daily limits for all payment types referred to in clause 2.2 below;

(e)   the ability to amend or restrict Users' Authority and limits;

(f)    the ability to create bulk payments for processing -same day and future dated.

(g)   Multi company access

(h)   Customised approval chains on transactions

(i)     Abilrty to search transactions

ti)     Ability to run Audit reports on transactions.
2.2   Commercial Online Banking enables Users to make the following payments:

(a)   CHAPS;

(b)   Faster payments;

(c)   Account to Account Transfers;

(d)   Metro Payments (3rd party Metro Bank beneficiary);

(e)   Bulk upload of Faster Payments, BACs and CHAPS payments (BACs payments subject to our approval) -same day and future dated;
(f)    lntemational payments

(g)   Cross currency transfers

Metro  Barik  PLC  is  registered  ln  Er`gland  and  Wales,  company  number:  6419578.  Registered ofitoe:  One  Southampton  Row.  London,  WCI B  5HA.  We.re  authorised  by  the  Pruden`ial  Ftegulaton
Authonty end regulated by the Plnaneral conduct Authonly and pruden{ial Regulation Authority. `Metrobenk. is the registered trade mark o"etro Bank plc                                      la5 AF S3013 (1"§)



Commercial online Banking                                                                                                                         /conti.r7uec/)

TEF}MS & CONDITIONS

3.0 Customer Obligations
You will, and will ensure that Administrators and Users:

3.1   Control and monitor the use of Commercial Online Banking to prevent unauthorised or erroneous instructions and to minimise the risk
of fraud.

3.2   make no link or other connection between Commercial Online Banking ancl any third party's website.

3.3  Comply with the rules, procedures and security measures and operate the security devices, as required by us on the Website arid in
any Commercial Online Banking material.

3.4  Prevent the security measures and any extemal devices from beeoming known to or accessible by any unauthorised person.
3.5   Keep secret and confidential the operation and details of Commercial Online Banking, even after termination of the Commercial Online

Banking agreement.

3.6   Back up your data in case of any failure, suspension or withdrawal of Commercial Online Banking.

3.7  Use a separate email address for each Administrator and User.
3.8   Use equipment and systems suitat)le for Commercial Online Banking as specified by us in our Important lntormation Summary.

3.9  Maintain your own hardware ar`d software and take appropriate measures to prevent contamination by viruses or similar threats.

4.0 Instructions
4.1   Instructions given to us through Commercial Online Bankir`g are treated as your request to make a payment or take other Specified

action. We will act ori instructions from Users within the sc;ope of the authority they hold.  If you want to cancel a payment or action you
must  notify  us by calling  the  Metro  Bank telephone banking team  on  0345  08 08  500.  Instructions  received  by  us for a  same day
payment may not be cancelled.

4.2   We may request additional authorisation  or details for any instruction.   The Bank may implement a straight through processing limit
which may result in certain payments being reviewed and released by the Bank. This global limit may be amended by the Bank from
time to time.

4.3  We will  act on an  instruction during the hours of operation on a day on which  banks in the  United  Kingdom  are generally open for
business, other tlian weekends and local bank holidays 03usiness Days) and in accordance with the cut off times advised by Lls on the
Website or in any Commercial Online Banking material. You may,  in some situations,  iise Commercial Online Banking to give us an
instruction to make a GBP payment within the UK outside of normal biisiness hours.

Where these instructions can be accepted, the payee's bank will be credited with these funds on the same day.

4.4  When available,  currency payments and transfers will  be processed  ahead of respective currency cutroff times and reviewed and
released during normal uK banking hours.

4.5  You must ensure all instructions contain the correct account numbers or lntemational Bank Account Niimber (lBAN) as required by us.
The omission of a required aceoLint number or IBAN, or inclusion Of an incorrect number or IBAN, may result in delay or loss and we
are  entitled to charge tor the  recovery  Of funds wllere the  required  number or  lBAN  is  omitted or an  incorrect r`umber or  lBAN  is
contained in the instruction. We are not responsible for checking the beneficiary name or other account details. We will not be liable
for acting on an instruction even if it is ambiguous, incomplete or inaccurate. If we refuse to make a payment, unless there i§ a security
or other legal reason not to, we will notify you through your Belationship Manager or the Cash Management Team and, if possible, give
our reasons for doing so.

4.6  Any confirmation that a payment should I'each the beneficiary's bank by a certain date is no guarantee that the funds will be available
to the beneficiary by that date.

4.7  You are responsible for the accuracy and authenticity of all instructions given to us.
4.8   lf in our reasonable opinion we consider an instruction to be inconsistent or contradictory, we may seek clarification from you before

acting On it.

4.9  We will make reasonable efforts to modify, not process or delay in the processing of any instruction if asked to do so by you. However,
we will not be liable for any failure to comply unless such failure is clue to our failure to make reasonable efforfe to comply.

4.10  We may refuse to comply with your instructions without giving any reason, in the event that we suspect fraud or other improper use.

4.11   We may at oiir discretion set internal payment limits for each payment type and a daily aggregate limit for all payments and transfers,
above which limits we may refuse to comply with your instructions pending review by us.   We will advise you of these limits on request.

4.12  We do  not guarantee the  availability of  Commeroial  Online  Banking  and  accept no  liability arising from  its  non-availability.  Where

possible, we will notify you in advance of any suspension or withdrawal of Commercial Online Banking.
4.13  We may suspend or cancel an Administrators or Users use of Commercial Online Banking. unless there is a legal or security reason

not to, we will inform you in advance and give you our reasons for doing so. In other cases, we will notify you immediately as Soon as
p racticable thereafte r.

4.14  We will give notice of the availability of Commercial Online Banking, any changes to the terms, or Of other matters in writing or on the
Website pre-login or login screen.

4.15  We are not under any duty to assess the prudence or otherwise of any instruction.

4.16  We may suspend yoiir use of Commercial Online Banking for any reason if we have reason to believe that your instruction will lead or
expose us to direct or indirect loss.

4.17  Any transaction is not always simultaneous with any instruction given. Some instrusttons may take time to process or may only be
processed during normal banking hours, even though Commercial Online Banking may be available outside those hours.

MQlro  Bank  PLC  is  registered  in  England  and  Wales,  company  number.  6419578.  Registered  offK)e:  One  Southampton  Row.  London.  WCI B  5HA.  We're  authorised  by  the  Prudential  F}egulation
Authority and regulated by lhe Finanefal conduct Aulhorlly and prudential Regulabon Authority. `Metrobank` is the registered trade maM of Metro Bank plc.                                       145 AF SsO13 (11/15)



Commercial Online Banking

TEFIMS & CONDITIONS

(continued)

4.18   lf you provide instructions to us or request any services in relation to any account held with any party other than us for use within the
service  (a  "Third  Party"),  we  will  not  be  liable  to  you  for any  lose  (including  loss  of  profit),  damage,  delay  or failure  to  perform
occasioned by the acts or omissions or delays of any such Third Party. For the avoidance of doubt, whel.e Commercial Online Banking
delivers to you any information silpplied to us by a Third Party, we make no warranty as to the accuracy or sufficiency or completeness
Of the information providecl by that Third Party.

4.19  You  shall  ensure  that  all  appropriate Third  Party  authorisations  and  any  other authorisations  or documents  are  in  place with  any
relevant Third Party before issuing (and at all times during the performance of) access, use or instructions relating to any account held
with any Third Party. You shall ensure that all such Third  Party authorisations and any other authorisations or documents are, and
remain, valid and up to date. You shall liaise directly with the relevant Third Parties for such purpose.

4.20  We shall not be responsible for ensuring any pro forma documentation or other materials are supplied by us relating to a Third Party
or it supplied, are accurate, sufficient or fit for such pilrpose. Without prejudice to the above. we may. but shall not be obliged to, notify
you from time to time of any changes  in  any Third  Party authorisations or  requirements of such Third  Parties of which  it becomes
aware.

4.21   You shall ensure ttiat all appropriate consents, approvals or authorisations are in place from any entity whose accounts you wish to
include on the Commercial Onljne Banking service or access, view or issue instructions on prior to and at all times during any such
access or use.

5.0 Security
5.1   Pleduced security risks for Commercial Online Banking are achieved tlirough the use Of browser based encryption and various security

measiires described in Commercial Online Banking Important Information Summary and on the Website. We will use all  reasonable
endeavours to keep Commercial Online Banking secure.

5.2   For  certain  transactions,  free  format  payments,  adding/amending  beneficiaries  and  adding/changing  User  access  rights),  we  will
supply a security device which on inputting a password shall generate an autliorisation code that must be used to effect the transaction
(we call this security device an "external token").   Passwords for the extemal token must be kept secul'e as with any other password.

5.3  We do not guarantee that Commercial Online Banking is free from viruses or other security risks. We will monitor computer secumy
threats and take appropriate action, exercising the care reasonably expected of a bank providing similar services.

5.4   You will tell us immediately if you:

(a)  suspect or believe that:
• Any security device or external token is lost, misusecl or stolen

• Any security measures may be known to a person other than an Adwhnistfator or relevant User
• There has been any unauthorised use of Commercial Online Banking

• Commercial Online Banking  security measures may no longer be adequate

(b)  wish to change an Administrator or User.  We may require you to complete a paper form to effect this.

(c)knoworsuspecttherehasbeenafailureordelayinusreceivinganyinstructionorknoworsuspectaprogrammingortransmission
error, defect or corruption in any instruction. You will assist us to remedy the problem.

(d)   discover that any information on the Website is incorrect
5.5   If you  tell  us that there  has been  a breach  of security,  we will  promptly cancel the security  measures and  any security devices  as

riecessary.

5.6   lf information accessed or received through Commercial Online Banking is not intended for yc)u, you will:

(a)   immediately notify us.

(b)   not access the information further and immediately delete it.

(c)   I(eep the information confidential.
5.7   We may suspend or withdraw all or any part of Commercial Online Banking to carry out maintenance work.

5.8  We may suspend your use of Commeroial Online Banking for security reasons, or where we suspect unauthorised or fraudulent use
of Commercial Online Banking.  Unless triere i§ a security or other legal  reason  not to,  we win  notify you either before we take any
action, or as soon as practicable after, and give the reasons for doing so.

5.9  We will have no obligation to verfty the authenticity Of any instruction received or purported to have I)een received from you through
the Commercial Online Banking channel or purported to have been sent by you other than by means of verification of password and if
applicable the authorisation code generated by an external token  sllpplied.

5.10   Any passwords created or allocated must be kept secure and secret at aH times. You milst ensure that all Administrators and Users
take appropriate steps to prevent unauthorised use. This iricludes:

(a)neverwritingdownorotherwiserecordinganypasswordinamannertnatitmaybeusedorunderstoodbyanotherPerson;

(b)   never telling a password to another person;

(c)   never sharing a passwctrcl.
5.llYoumustteHuslmmediatelyifyouknoworsu§pect,thatanyunauthori§odpersonhasaccesstoCommercialOnlineBanklng,otany

unauthorised transaction or instruction.

5.12YouwiHberespon§ibleforawlosses,includingtheamountofanytransactioncarriedourwitnoutreasonablecaresoastofacilitatean
unauthorised transaction or if you have acted fraudulently. Acting without reasonable care may include any failure to observe any Of

your security obligations.

Metro  Bank  PLC  is  registered  in  England  and  Wales,  company  number   6419578   Registered office   C)ne  Southamplon  Row.  London.  WCIB  5HA.  We're authorised  by  lho
Authorilyandregulaledbyth6FinancialConduclAuthorityandPrudentialRegulattonAuthority..Melrobank.istheregisteredtrademarkofMetroBankPLC Prudential  FtegulaLion

145 AF S3013 (11/1 §)



Commercial Online Banking                                                                                                                            /cor7fi.r7uec//

TERMS & CONDITIONS                                                                                                                                            /cot)fi`nued)

6.0  Intellectual Property
6.1   Commercial  Online  Banking,  the  Website,  all  Software  and  Commercial  Online  Banking  material  are  the  property  of  us  and  our

suppliers  and  are  protected  by  copyright  and  other  intellectual  property  rights.  We  grant  you  a  non-transferable  licence  to  use

Commercial Online Banking for the duration of the Commeroial Online Banking agreement.

6.2  You  will  use the  software and any other equipment and  materials  supplied  by us solely tor the purposes of operating  Commercial
Online Banking.

6.3   lf provided, external tokens remain the property of Metro Bank Plc and we reserve the right to charge for replacement external tokens.
If applicable we will notify you of this cost.

7.0  Confidentiality
7.1   We will take reasonable care to maintain the confidentiality of infomiation relating to you. You authorise us to provide third parties with

information we believe is necessary, where we engage a third party supplier in connection with Commercial Online Banking, or to carry
out an instruction.

7,2  To carry oiit an instruction, we may be required to transfer private information to third parties` This may mean private information is
transferred abroad in which case we will comply with condition 55 of the Full Account Terms.

7.3   Information transferred to third parties may subsequently be accessed and used by law enforcement agencies and other authorities to
prevent and detect crime and comply with legal obligations.

8.0  Exclusions And Indemnity
8.1   Our general  liability to you and your liability to u§ is set out in condition 74 of the Full Account Terms, which applies to Commercial

Online Banking, together with the provi§ion§ set out below.

8.2  We are not liable for any loss arising from any cause beyond our control of arising froiT` any Of the following,  unless caused by u§ or
our third party supplier.s gross negligence or wilful default:

(a)  unauthorised access by any person to any confidential information accessible through Commeroial Online Banking.

(b)   disruptions to or the unavailability of Commercial Online Banking.
8.3  We are not liable for

(a)  loss or corruption of data, injury to reputation, business interruption, loss of revenue, goodwill, opportunity or anticipated savings;

(b)  any indirect or consequential loss;

(c)  errors. failures or costs arising from any malfunction of your equipment or provision of services from your lntemet Service Provider;

(e)  security-related information Qr Suggestions provided by us.
8.4  We do not guarantee that the software is error free.

8.5  You will indemnify us against any claims, liabilities. costs, expenses, c]amages or tosses (whetr]er direct, inclirect or consequential) that
we incur from instructions or operations affecting thlrd party's accounts or any third party claim arising out Of or relating to your use or

failure to use Commercial Online Banking.

8.6  We will not be responsible for any loss or damage to your clata, software, computer, telecommunications or other equipmem Caused
by using Commercial Online Banking unless caused solely or directly by our database dofault.

9.0  Fees And Charges
9.1   You will pay our fees and charges (plus VAT if applicable) detailed in the Important lnfomation Summary available from us. We may

vary our fees and charges by giving you 60 days' notice.

9.2Wemayapplyallamountsduetoanaccour`tofyoursheldwithus,evenifitcausesthataccounttobeoverdrawnorexceedanylimft`

10.0  Termination
10.1   You may terminate the Commercial Online Banking agreement by giving Lis 30 days' notice.

10.2  We may terminate the Commercial Online Banking agreeilnent by giving you not less than 60 days' notice.

10.3WemayterminatetheCommercialOnlineBankingagreementwithoutnoticeandwithimmediateeffect,orsuspendorlimityourorany
Administrators or User's use of Commercial Online Banking if:

(a)  our licence for any Software is terminated or suspended.

(b)  you breach the Commercial Online Banking Agreement or the Full Account Terms.

(c)  you propose a voluntary arrangemem with your creditors.
(d)thereisanyresolutionorpetitionforliquidationorbanl{ruptcyorinsolvencyproceedingsarecommenced,jnrelationtoyouinany

jurisdiction, except as part of a re-organisation agreed by us.

(e)anyseciirityisenforcedorareceiverorsimilarofficialisappointedinrespectOfanyofyourassets.

0thereisanapplicationorpetitionforanadministrationorder,ornoticeisgiventoanypersonofintentiontoappointanadministrator,
or an administrator or similar official is appointed, jn relation to you.

(e)wereasonablythinkthattherehasbeen(orwe§uspecttherehasbeen)fraudorothersuspiciousactivityinvoMngyouracoount(a)
10,4CommeroialOnlineBankingwiMterminateautomaticallyiftheaccouritonwhichCommercialOnlineBankingissetupisclosedunles§

you nominate an alternative account.

Me"oBankPLCisregisteredinEnglandandWales,companynumbar.6419S78Fiegisteredolfice.OneSouthamptonFlow,london,WCIB5HA.We.roaumoriseabyne
AutnorityandregulaledbytheFiracialConductAittholityandPrudentialRegulatonAuthorily'Melrobank'islhorogisteredtraclemarkofMelroBenkPLC. Prudential  Regula8on

145 AF S3013 (11/15)



Commercial Online Banking

TERMS & CONDITIONS

(continued)

11.0  CONSEQUENCES OF TERMINATION
11.1   0n termination of the Commercial Online Banking agreement:

(a)  we may act on instructions received before the date of termination.

(b)  you wlll wltnln  14 days, return to us all software and Commercial Online Banking material including any external tokens.

(c)  you will immediately delete the software from your equipment.
11.2  Termination of the Commercial Online Banking agreement will not affect any rights Of either party accrued to the date of termination.

12.0  Consequences Of Termination
12.1   We may give to anyone any information  about you or the Commercial Online Banking  agreement in connection with any proposed

transfer of, or financial arrangement by reference to, the Commercial Online Banklng agreement. We may allow any person to take
over  any  of  our  rights  and  duties  under the  Commercial  Online  Banking  agreement.  Beferences  to  us  in  the  Commercial  Online
Banking agreement includes our successors.

12.2  You may not transfer the benefit Of the Commercial Online Banl{ing agreement.

13.0  Walver
lf we waive any of our rights under the Commercial Online Banking agreement, it does not mean we will waive that right in the future.

14.0  Severability
lf any of the terms is detemined to be unlawful or unenforceable, the term will be severed from the remaining terms which will continue
in full effect.

15.0  Entire Agreement
15.1   This  agreement  is the  entire  agreemerit concerning  use  Of Commercial  Online  Banking and  supersedes  all  previous agreements,

communications, representations and discussions between you and us. Any other agreements, including the Full Accoum Terms and
mandates between us and you relating to conduct of your accounts with us remain unaffected,

16.a  Changes
16.1   Changes to the Commercial Online Banking agreement will be made in accordance with condition 58 of the Full Account Terms.

16.2  We may change the Commercial Online Banking material, Website and software at any time.

17.0  Communications
17.1   All notices and other communications relating to Commercial Online Banking must be in writing.

17.2  We may deliver a notice or communication to you by the Website. or at the contact details last known to us or yoilr registered office.

17.3  A notice or communication by us will be effective at the time a message is posted on the Web§ite: at the time of personal delivery; on
trie second Business Day after posting; or, if by fax, at the time Of sending,  if sent before 6.00 p.in. on a Business Day, or otherwise
on the next Business Day,

17.4AnoticefromyoutousmustbeaddressedtoyourF{elationenipManagerorCashManagementteamandwillbeeffectjveonreceipt.

#uetthr:r,?ya#dprLecgL?a::8'3tyei:8:|n::&':,n8:ndducYa:[Sho:,:mapnahnErT,:Tnb,:^r,D¥J3F.?!
i;.Oho;,fy';Hna:'Er:::not:ariRcaed:Fa?,%nRA#hs;e,r;d.#::::;a::,s¥huothr:g,:,`eTedR°tr:deL°mn:r°knafwM::r:::nAk#%:eauth°rrsedbythe Prudemal  Plegulaton
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Colirmercial Online Banking
Features
•  FteaHime balance and transact]on reporti'r`g
•  F]obust security - we'll make avai[abl`e security devices

to authorise certain actions on your Online Banking
•  Flexible administrative tools - giving you the ability to

customise the level of access rights for users and
approval chains for transactions

•  Mufti company access so you can view all of your
companies through one log in

•  Enhanced transaction search features and the ability
to rl[n Audit Jlepo.rts on transactions

•  London-based dedicated Commeroial support tram

Important lrrformation Summary

This  document  summarises  the   impohant  features  of  Metro   Bank
Commel'cial Online Banking. It shoulcl be reac] carefully together wth the
Commeroial Online Banking Terms and Conditions before you apply for
Commercial Online Banking. If there is anything you do not understand,
please ask any member of the Metro Bank Commercial Team.
Commercial Online Efanking provides 24-hour access for commercial
cllstomers to transact on their accounts hassle-free.

COMMERCIAL ONLINE BANKING ENABLES THE FOLLOWING PAYMENTS
•   CHAPS
•   Faster payments
•   International Payments
•   Cross curreney Transfers
•   Accoun"a Acoctunt Transfers
•   Metro Bank Payments
•   Bulk upload of faster Payments, *BACS and CHAPS payments - same day and future dated
•   Batch prceessing Of Faster payments, *BACS and CHAPS - same day and future dated

THINGS YOU SHOULD CONSIDEF1
I   Ctommercial Cinline Banking is only available tD business customers who hoid a Commercial, CommLinfty or Start-LIB/S\nr'rtcrier Current ACcount

wth Mctro Bank PLC
•  You must appoint an administrator to set up and approve required changes to manage Commercial Online Banking.YOU can appoint more than

one administrator, however the s]rfems administrators will be responsible for setting up other users, allocating the users' associated Account
Group, Access Group and seth.ng up payment limts

•   New users will be created by Metro Bank at the request of the Business or Organisatioli, with user rights and limits allocated by the appointed

eystem adm in istrator(s)
•  Payments are subject to payment ciitofF times. Please see oilr website for more details
•   Payment limits will be agreed with your Ftelationship Manager*
•  Payments and administration can be managed across three approval levels: input, verfty and authorise. Individual payment limits

can be assigned for input, verify and authorise stages.
•   For login, certain payments and transactions, you will require a security device and your lntemet Banking password as an additional level of

securfty

MM8°8ELthy¥„Carhgg¥,fa°drrfunnea/aa#nnrt£7o
Set up charge per Llser
Additienavreplacemeut physical security devies
Optlomal remote user sat up
Optional on-site setup and training /thi.s i.nc/ucfes setwB

TTt\nssaictom changes e.g. CIIAPS I "Irifemationat P

up to four users with four Hard Tokens)

erfty' I ``Faster Payments"

ffo

ff5
£10

eso + VAT

ee5O + VAT

Pieas6 refer to the Its or conmerdal terms agreed in
writ[ng by your relatonship manager

pg1

Metro  Bank PLC  is  registered in  England and Wales,  company  number:  6419578.  f}egistered  office.  One Southampton  Row,  London. WCIB  5HA.  We are authorised by the  Pndenlial  Begulation
Aufrorily and regulated by the Fjnancial conduct Auinority anci priidential pegulation Authority. `Metrobank' is the registered trade mark ot Metro Bank plc.                               276 lls pBO"04 (10/20)



Commercial Online Banking Important Information Summary /confi.r7uec7/

THIBD FABIY FAYMENT PBOVIDEPIS

YOU may extend Permission to a third party payment service provider (a "TPP-) who must be FCA authorised or registered to access lntemet
Banking on your behalf to:

(a) view account balances and transactions; and
(b) transfer money between accounts.

SECURITY PRECAUTIONS

To minimise the risk ot fraud, you are obliged to take reasonable secunry precautions as set out in the Commercial Online Banking Terms and
Conditions. These may include but are not limited to:

•   keeping your securfty details safe and secure
•   not sharing your login details w.th anyone except third parties approved by the FCA (or another Eurc)pean regulator)
I   browser §ecurfty updates Should be applied at regular intervals by the Brow§er/Operating system provider e.g. Microsoft
•   installing anti-virus software and updating it regularly

•   installing appropriate firewa[l software
•   refraining from accessing the account from a computer in a public place which could enable nan-authorised individuals to see your

securrty credentials
•   logging off using the exit screen link

•   not opening emails from unknown sources
•   exiting the service when leaving a computer tei.mjnal unattended
I   ensuring that securty credemial§ for your security devices are kept seeilre
•   ensuring that the Security device is kept secure (when not in use)

If you become anrare Of any potential securfty breaches, you must notfty us immediately.

Access Commercial Online Banking facilities at metrobankonline.co.uk or call our local UK call centre on 0345 08 08 500 24 hours a day
for further details or assistance.

optional remote user Sct LIP
BACS is subject to apprcival, please speak to your Relationship Manager for details

opEH7mTS Monday-Friday:8am-8pm    .    Saturday: 8am-6pm    .   Sunclay: llam-5Pm
Local call centre: 0345 08 08 500   .   metrobankon!jne.co.uk   .   P MetroBank_Help

Metro  Bank PLC  is  reglstered  in Ejloland arid Wales.  company number'  6419578.  Reglstered offK=e.  One  Southarnpton  Row,  lj)nclon,  WCIB 5HA. We are authorised  by the Prudenlial  Begulalton
Authority and regulated by the Finaneial conduct Authortty and prudentral Regulation Authorrty. 'uetrobank. is the registered trade mark ol Metro Bartk plc.                               2761ls pF1000404 (10#0)
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Ms Lorna Jackson
1  Kings Road
London
SW14 8PF

E
Hello Ms Lorna Jackson,

Your electricity and gas bill
We owe you £45.87

01  July 2022 -03 August 2022 (34 days)

Last time you owed
(12 January 2022 -30 June 2022)

You paid us
(1 payment of £157.20)

So you bring forward

Your charges for this period (including VAT)

Your new account balance

About your payments

This bill is based on your latest meter readings.

Please turn to the next page to see the detail_

5;I;\5-aq.ac`
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£]57.20

£45.87
in credit
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This is not a VAT invoice
671  107 439 468
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